Logistics X\ X

WAS HAT DER DIGITALE IPF :

_ _ e S— .
. - mm——

MIT DER ZU TUN?

T e



? THE WORLD IS TURNING TOWARDS

A DATA DRIVEN ECONOMY
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BUT WHAT IF THE DATA CAN’T BE TRUSTED?
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Criminals selling fake COVID-19 test certificates at 3 e
Europe s major airports and stations

: _- i i Hack exposes vulnerability of cash-
» : : strapped US water plants
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After power, Chinese hackers target transport sector
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Depts, organisations
asked to beef up IT Gulachien warml vor Zussmmenbiuch
aske:

infrastructure Wasserbetriebe gegen Hackerangriffe mangelhaft
Chinese state-sponsored actors L 1 ge'scllutZt

have targeted the transport

z= An official website of the
MORE =

I Reports And Publicationg - S M‘ v sector in India in the last few
an Ur months with cyber attacks, according to a top secret note put
it I n S ra n ce RELATED out by the Computer Emergency Response Team (CERT-In)

u under the Ministry of Electronics & Information Technology,
Massive Storm, Massive ‘Power outage in Mumbai early this month.

was an act of sabotage’ ) . . . o
“CERT-In has observed continued targeted intrusion activities

= In late August 2005, from Chi ! s Indi
i i r rom ninese state-sponsored actors towards Indian transport
Gulf Coast. China hacking concern P P

revives India focus on sector with the possible intention to collect intelligence and
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billion in insured losses.

= Of the $80 billion in government funding appropriated for reconstruction,
it is estimated that Insurance Fraud may have accounted for as much as $6 billion.
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Disaster Fraud Schemes
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#, = False or exaggerated claims by palicyholders. ey - =|
= Misclassification of flood damage as wind, fire, or theft, e ¥

= Claims filed by individuals residing hundreds of miles outside the disaster-zone. Y :: : =

= Bid-rigging by contractors, falsely inflating the cost of repairs. B ek 1 L ]

= Contractors requiring upfront payment for services, then failing to perform the agreed upon repairs. i ¥ :ﬂ ' t

= Charity fraud scams designed to misappropriate funds donated for disaster relief, :: "tra, o
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UBIRCH IS MAKING

Germany’s Act on Corporate Due Diligence
in Supply Chains

More fairness in global supply chains -
Germany leads the way

b b

We have initiated appropriate legislation which will have an impact, too.
In future, “Made in Germany” will be a guarantee not only of top quality
but also of fair production standards.

GERD MULLER

Federal Minister for Development

The globalisation of economic cycles has resulted in companies shifting many parts of their
production processes to developing countries and emerging economies. Some 80 per cent of
worldwide trade now relies on global supply chains. And no other major industrialised country is
as highly integrated in international supply chains as Germany.
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To look into better implementation of Lieferkettengesetz, and to ensure the
best quality of goods and the end-to-end tracking of the fruit transport,
BayWa have chosen to implement a POC using components of G+D (SIGNIT)
enabling trusted data verification with the UBIRCH backend, and components

from LHIND (sensor setup, application setup and middle ware access through
the LH Leap Platform)

Datalogger

BayWa Global Produce

track fruit logistics e TR @
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ENABLING

Connected sensor
(m) @ UBIRCH

> Mobile , _
LTE M network  ~-+o hash Verification Verification
Data and = Trust AP Authoring
information = Verification APl signatures
@ Giesecke+Devrient trust protocol
¥
BayWa sub-
% Customers
{supermarkets,
IﬂT datﬂ = Ciustoner-sp. AP in_gurﬂn{e.;l end
. = Customer-specific the
SIGNIT® SIM card integration users, or others)

Why trusted data is important for the business

Ensure traceability at all stages of the supply chain

Enable proof of compliance to regulators

Meet trading partners requirements

Provide transparency and trust
Deliver better service and service provider management

Fulfil customers’ safety, quality, legality, authenticity requirements
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IMPFNACHWEIS GOES JOGHURT-NACHWEIS

International certificate of
Vaccination

Status : Immune

i rtify that the holder of this
tificate been succussfully vacinnated

or prophylaxis against

Coronavirus Covid-19



UBIRCH MAKES DATA

UBIRCH

Simplified overview of the UBIRCH solution

Device (data source) Data receivers
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Highlights of UBIRCH Nano Client
. . Fully data protection Highly adoptable and easy Available on
nghly e e comp"ant 2SIt cord
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Languages compatibility
MicroPython




UBIRCH IS MAKING DATA TRUSTWORTHY @
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AWARD WINNING SPECIALIST FOR
CYBERSECURITY AND DATA INTEGRITY

Gartner !
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The winner of the Cibersecurity Challenge is: - Fl NALIS[ OF THE Hm

M | BLOCKCHAIN AWARD
Z UBIRCH 7 \W
._.'._._ hsmm HTHEEUROPAS JUNE 2020

Congratulations!
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